**Security organization worksheet**

|  |
| --- |
| **Part 1: Describe your security interests** |
| * **Network Security** * **Identity and Access Management** * **Threat Intelligence and Incident Response** |
| **Part 2: Identify three organizations and include their mission or objectives** |
| * **Cisco Systems:** Cisco focuses on providing secure networking solutions through firewalls, VPNs, and network access controls, aiming to protect network infrastructures and ensure secure communication across global enterprises. * **Okta:** Okta specializes in identity and access management solutions, providing secure authentication and authorization systems to ensure only the right people have access to the right resources at the right time. * **FireEye:** Mandiant delivers advanced threat intelligence, incident response, and cyber resilience services to help organizations detect, investigate, and mitigate cyber threats in real-time. |
| **Part 3: Write out which organization aligns with your interests and why** |
| * **Cisco Systems:** Cisco aligns closely with my interest in Network Security, as the company focuses on secure network infrastructure. However, it lacks a primary focus on Identity and Access Management and Threat Intelligence. * **Okta:** Okta is highly aligned with my focus on Identity and Access Management, providing advanced access control solutions. However, it has a limited focus on Network Security and Threat Intelligence compared to my other interests. * **FireEye:** Mandiant specializes in Threat Intelligence and Incident Response, which strongly aligns with my goals. While it lacks direct emphasis on Identity and Access Management, its focus on threat mitigation fits my interest in security response. * **Best choice for my professional interests:** **FireEye** is the best choice as it aligns most closely with my interest in **Threat Intelligence** and **Incident Response**, which are critical areas I wish to explore in cybersecurity. |
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